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Julia Flanders

443 Log Road
Smithfield, RI 02917

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition ta the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivaient of the government requiring all
new homes be built with & peephale for law enforcement to look through.

I am very ¢oncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by regquiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
chly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Julia Flanders
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Steve Stern

4019 1/2
la, ca 30068

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. Longstanding taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to ferce the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring atl
new homes be built with a peephole for Yaw enfor¢ement to look through.

I am very concerned that this requirement represents an end-run around
Congress., Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Steven Paul Stern
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Karen Welch

5530 Bahia Lane
la Joila, CA 92037

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, 0C 20554

FCC Chairman Pawell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Llangstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going Far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run arsund
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBIT¢%s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves i¢% or
even rogue government agents i:% to access our personal communications. Past
efforts to provide this sort of i:%backdooric¢k access have not been successful
and only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolagies should have built-—in
wiretapping.

I look forward to hearing yaour thoughts on this matter.

Sincerely,

Karen E. Welch
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Jean Rabovsky

824 Liberty St., #2
E1 Cerrito, CA 94530

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Laongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—-in
wiretapping.

I look forward to hearing your thoughts en this matter.

Sincerely,

Jean Rabovsky
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Thom Ignatowicz

33276 Ocean Ridge
Dana Point, CA 82629

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the squivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources l1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c<reating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built=in
wiretapping.

I lgok forward to hearing your thoughts on this matter.

Sincerely,

Thom Ignatowicz
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Beth Pratt-Sitaula

703 Bolton walk #202
Coleta, CA 93117

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to for<e the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very caoncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information between sources like phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppertunity for hackers.

Once again, I urgde you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping,

I Took forward to hearing your thoughts on this matter.

Sincerely,

Beth Pratt-Sitaula
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Carrin Brenner—Ro)at

847 N. Reese Place
Burbank, CA 91506

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC chairman Powell:

As a concerned individual, I am writing ta express my opposition to the
Department of Justice s reguest that al! new Internet communication services he
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information bet.een sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative procass to alter that careful balance.

I understand that by requiring a master key to our personal communications., the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich appartunity for hackers.

Once again, I urge you tc aoppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoujhts on this matter.

Sincerely,

Darrin Brenner—Rolat
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Jeanine Clark

34W953 S JTames Dr,
St. Charles, IL 60174

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built-in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new hames be bhuilt with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coltect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legqislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogque government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—=in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Jeanine Clark
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Blair Allen

99 East Red Mill Road
Greenville, NY 12083

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary, Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end—run around
Congress. lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue government agents to access our persanal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich aopportunity for hackers,

oOnce again, I urge you to oppose the dangerous suggestion of the Department of
Justice that ocur new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Blair Allen
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Jane Ball

3422 Meadow Llane
Minnetonka, MN 55435

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Cangress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master Key to our persgnal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our persaonal communications. Past
effaorts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jane C. Ball
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Paul Horne

1103 Spring Meadow Court
Franklin, IN 46131

March 18, 2004

FCC Chairman Michae) Powell
Federal Communications Commission
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

As & concerned individual, I am writing to express my opposition tao the
Department of Justice s request that all new Internet communication services be
required ta have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillanc<e. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arocund
qovernment eavesdropping. Tt is the equivalent of the govermnment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-—run‘around
Congress., Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone c¢ompanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative praocess to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persanal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Paul Horne
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Hasan Mansor

4322 Raleigh Ave. Apt. 102

Alexandria, VWA 22304

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20954

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—-in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone <ompanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort of bhackdoor access have not been successful and
ohly created a rich opportunity faor hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Hasan Z. Mansori
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Gary Amerine

1253 N. Artesian Ave
Chicago, IL 50622

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositian to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to canduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative pro<ess to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
evenh rogue qovernment agents to access opur personal communications. Past
efforts to provide this sort of backdoor access have not hesen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

GCary S. Amerine, Tr.
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Stan Burnett

333 S 250 E
Orem, UT 84058

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 5C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to ¢onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring atll
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access aur perschal communications, Past
efforts to provide this sort of backdoer access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping,

I look forward to hearing your thoughts on this matter.

Sincerely,

Stan Burnett
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0livia Gradess

99 Hillside Ave. Apt. 67
New York, NY 10040

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition te the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

1 do not believe this requirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to caonduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haow
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
enly ¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

0livia Gradess
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Ayse Yesilyurt

19030 Meiggs Lane
cupertino, ca 95014

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement 15 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources lfke phone companies and data
sources like e-mail. The FBI?s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves — or
even rogue government agents — to access our personal communications. Past
efforts to provide this sort of Pbackdoor? access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

dvse Yesilyurt




Sat 20 War 2004 02:29:%7 AM EST
Jenny Lind 0lin

11002 Bottlebrush Place
Tampa, FL 33624

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20354

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to ¢onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backtoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jenny Lind Olin
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Metinda Tignor

1590 Eisenhower Dr.,
Boulder, CO 80303

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

1 am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urqe you to oppose the danaerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Melinda Tignor
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Cynthia DeKay

1479 Thomas Avenue
Saint Paul, MN 55104

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositiaon to the
Department of Justice s regquest that all new Internet communication services be
required to have built-in wiretapping access.

T do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gqovernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail, The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

1 lTook forward to hearing your thoughts on this matter,

Sincerely,

Cynthia DeKay
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gary Butler

1866 10th Avenue
Brooklyn, NY 11219

March 18, 2004

FCC Chairman Michael Powell
Federal Cammunications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required te have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internst telephone companies to allow
the FBI to conduct surveillance. The FBI is qoing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sert of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Cary Butler
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M{ckey Maschke

4802 Gedeon Avenue
{leveland, OH 44102

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be huilt with a peephole for law enforcement to look through.

I am very <oncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s agqressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
enly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Mr. Mickey Maschke
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Michael Rade

2322 Captiva Way
SARASOTA, f1 34234

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this regquirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephonse companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
hew homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legqislative process to alter that careful balance.

I understand that by requiring a master key to our personal <communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you tc oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Michael H. Radell, D.D.S.
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Ralph Begley

1072 Casitas Pass Rd #319
Carpinteria, CA 93013

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chafrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Interrnet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look throusgh.

1 am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coltect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the tegisTative process to alter that careful balance.

I understand that by regquiring a master key to our personral communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successfyl and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Ralph T Begley
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Darren Cox '

424—C Shady Avenue
Pittsburgh, PA 13206

March 18, 2004

FCC Chairman Michael Powell

Federal Communications Commission

445 12th Street SW

washingtan, DC 20554 -

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to ¢onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be buiit with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government 1s c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our persaonal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangeraus suggestion of the Department of
Justice that gur new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts an this matter,

Sincerely,

Darren P. Cox, DDS
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Farzan Nadim

153 Gregory Ave.
West Orange, NI 07052

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Laongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent aof the government requiring all
new homes be built with a peephole for law enforcement te look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications., the
gavernment is creating the very real potential for hackers and thieves or
even raogue government agents to access our personal communications. Past
effarts to provide this sort of backdeor access have not been successful and
only created a rich oppartunity For hackers.

Once again, I urge you ta oppose the dangerous suggestion of the Departiment of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward te hearing your thoughts on this matter.

Sincerely,

Farzan Nadim




